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Abstract of the contribution: this contribution proposes to add a new key solution on how to support application server discovery.
Proposal
The solution to solve the key issue 5.1 on “Discovery of Edge Application Server” is proposed to be studied. 



[bookmark: OLE_LINK8][bookmark: OLE_LINK7]***** BEGIN 1st CHANGE *****
[bookmark: _Toc20224672][bookmark: _Toc500949097]6.X	Solution #X: < Edge Application Server Discovery >
[bookmark: _Toc20224673][bookmark: _Toc500949098]6.X.1	Key Issue mapping
This solution aims to solve the key issue 5.1 on “Discovery of Edge Application Server”.
[bookmark: _Toc500949099][bookmark: _Toc20224674]6.X.2	Description
This solution proposes to discover application server IP address without involving application layer interaction. 
This solution requires the EAS to provide application server information to the PCF, and the PCF shall generate a new UE policy containing application server information and send to the UE. The UE receiving the UE policy can contact the application server indicated in the UE policy. If the application server information contains DNS server IP address, the UE can query the EAS IP from the DNS server indicated by the DNS server IP.
6.X.3.	Procedure 



Figure 6.X-1: EAS discovery procedure
1.	An EAS deployed in local DN may inform the PCF of application server information (EAS IP address or local DNS address) to the 5GC by sending AF request (Data Set = Application Data; Data Subset = AF traffic influence request information, Data Key = AF Transaction Internal ID, S-NSSAI and DNN and/or Internal Group Identifier or SUPI). 
The EAS invokes Nnef_TrafficInfluence_Create/Update (AF request) service operation if it is in un-trusted domain.
2.	(Optional) The NEF stores the AF request information into the UDR.
3.	The NEF responds to the EAS.
4.	The PCF that have subscribed to the EAS receives a Nudr_DM_Notify notification of data change from the UDR.
5.	The PCF generates the UE policy container including application server information, e.g. including the application server information into a URSP rule as shown in the following Table 6.x-1. The generated UE policy shall specify the application server IP address and the conditions of using this application server IP (e.g. location criteria). 
Table 6.x-1	An example of Route Selection Descriptor in URSP rule
	…
	
	
	
	

	>Route selection components
	This part defines the route selection components
	Mandatory

	
	

	…
	
	
	
	

	>>Application server address selection
	An address of an application server (e.g. Edge application server or local DNS server)
	Optional
	Yes
	UE context

	>Route Selection Validation Criteria
	This part defines the Route Validation Criteria components
	Optional
	
	

	>>Location Criteria
	The UE location where the use of application server address is allowed. The RSD rule is not considered to be valid if the UE location does not match the location criteria.
	Optional
	Yes
	UE context

	
	
	
	
	



6.	The UE receives the updated UE policy, and possibly contacts the application server indicated by the application server IP if the conditions of using this IP are met. 
	If DNS server IP address is provided, the UE may query the EC application server IP from the DNS server indicated by the DNS server IP.
6.X.4	Impacts on Existing Nodes and Functionality
6.X.5	Solution Evaluation
This paper proposes a solution to include application server IP address in the UE policy, so that the UE can obtain the EC application server IP directly or query it from the DNS server indicated by the DNS server IP according to the UE policy.

***** END of CHANGEs *****
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